
 
UKRAINE MINISTRY OF INTERNAL AFFAIRS (MIA) 

U.S. DEPARTMENT OF STATE  

AMERICAN BAR ASSOCIATION RULE OF LAW INITIATIVE (ABA ROLI)  

& 

THE SOCIETY FOR THE POLICING OF CYBERSPACE (POLCYB)  

Jointly Present:  

THE POLICING CYBERSPACE INTERNATIONAL CONFERENCE 2013, KYIV, UKRAINE 

15
th

 to 17
th

 May, 2013 (Wednesday to Friday),  National Academy of the Internal Affairs of Ukraine, Kyiv. 

 

“Disrupting Cybercrime on the Evolving Landscape of Technological Advances: 

Investigative, Legal, and Policy Considerations for Global, Private-Public Collaboration.” 

 

CONFERENCE OBJECTIVE 

The conference objective is to enhance global, private-public collaboration to prevent, detect, and response to cybercrime.  

Our regional and international subject matter experts from industry, criminal justice sectors, and inter-governmental agencies 

will share new perspectives on collaborative efforts in identifying and addressing gaps in combating cybercrime.  

 
PRELIMINARY SUB-THEMES 

 

Regional and lnternational Subject Matter Experts will highlight 

regional and global cybercrime trends & threats; share 

collaborative approaches to address investigative, legal, legislative, 

policy, and training challenges posed by technological advances; 

and present innovative use of state-of-the-art technologies in 

investigation and prosecution.  Panellists will draw upon 

international case studies to illustrate lessons learnt.  

 

Panel discussions will include, but not limited to, the following 

interconnected sub themes:  

   
1. Disrupting Financial Crime and Transnational Organized 

Crime: Regional and Global Perspectives on the Threat 

Landscape.  

 

2. Advanced Persistent Threats” (APT): Prevention and Incident 

Response.  

  
3. Implications of Advanced Technologies upon Cybercrime 

Investigation, Prosecution, Policy, and Training.  (Cloud 

Computing, Virtualization, Social Networking, Mobile 

Technologies, “Big Data”, Automated Persona Programmes, and 

other Emerging and Converging Technologies.) 

 

4. Global Collaboration in Content Protection and Combating 

Counterfeit Products.   

 

5. Meeting the challenges posed by the expanding, global 

Digital Currency Economy:  Implications for Managing 

Digital Evidence and policy considerations for Asset 

Recovery.  

 

6. Internet Governance: Updates on Inter-governmental 

Policies and Initiatives to increase Global Collaboration and 

Private-Public Partnerships.      
 

 

 

 

 

 

 

WHO SHOULD ATTEND? 

 

Regional and International Participants will include, but not limited 

to: Police, Prosecutors, Judges, Other Criminal Justice & 

Government Agencies, and Inter-governmental organizations: 

 
 Senior & Executive Management / 

CIO’s / CSO’s / CISO’s / CTO’s  
 Investigators / Instructors 

 Judges, Crown Counsels, Corporate 
Legal Counsels 

 Policy Makers / Policy Analysts 

 Risk Management / Loss Recovery / 
Compliance Officers 

 Forensic Accountants 

FACILITATED SPECIAL INTEREST GROUP MEETINGS   
All delegates and panellists are invited to participate in small 

groups to develop practical recommendations, action items, and 

processes for developing viable Action Plans which could be 

modified to address international and regional needs.  

 

BENEFITS FOR DELEGATES 
 Prominent, international practitioners from private and public 

sectors will come together at the POLCYB International 

Conference 2013.  Our regional and international panelists 

will provide interactive, dynamic, and thought-provoking 

discussions which will assist delegates to enhance 

collaboration at the international, inter-agency, and intra-

agency levels.  
 
 Delegates will learn about implications of Advanced 

Technologies, Cybercrime Trends, Threats, and most of all, 

Innovative Approaches to meet your challenges in 

cybercrime prevention, detection, and responses.  They will 

also gain new knowledge on initiatives that worked, and 

some that did not. 

 The Facilitated Special Interest Group Discussions provide 

valuable face-to-face opportunities for regional and international 

delegates to share different perspectives, approaches, explore 

emerging issues, and propose effective recommendations and 

follow-up action plans.  

 You will learn something at this Conference to use “back in the 

office” to help meet your daily challenges posed by the ever-

changing cybercrime environment.  

About POLCYB:  POLCYB is an international not-for-profit organization, incorporated in Vancouver, Canada, in 1999.  The key objective 

of POLCYB is to enhance global partnerships with private and public sectors to prevent, detect, and combat cybercrime.  

POLCYB also provides public education to promote public awareness of information security. 

For further information, please contact: Ms. Bessie Pang, Executive Director, POLCYB | polcyb@polcyb.org | http://www.polcyb.org 
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